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IETU-Q  

2021 Strategy 
Delivers on State areas of focus, key 

messaging for state, reputational 
risk framework, partnerships with 

clusters to enhance QLD  in Strategic 
growth areas 

Study 
Sunshine 

Coast

Study 
Gold 
Coast

Study 
Brisbane 

Study 
Cairns B

ra
n

d
 a

n
d

 R
e

p
u

ta
ti

o
n

 Q
u

e
e

n
s

la
n

d
 

R
e

g
io

n
a

l C
o

m
m

u
n

ity
 o

f P
ra

c
tic

e
 

Investment from city councils and local sector to build City Brands

Investment from State, State frameworks and the Partnership Plan

IETU-Q and the State Study Clusters 
Partnerships 



IETU Strategy and IETU Reputational Risk Framework



Source: Queensland 

International Education 

and Training Strategy

Quality and Student Experience –
The Cornerstone to Reputation





The Gold Coast Student Hub

www.goldcoaststudenthub.com



The Student Hub Objectives

• CONNECT – a destination for students to connect with the 

student, alumni and industry community on the Gold Coast

• LEARN – a central hub for students offering learning experiences

including workshops, volunteering and mentoring

• EXPLORE – a diverse range of experiences and opportunities

encouraging students to explore the Gold Coast and its surrounds

• SUPPORT – an independent support offering where students

can access a variety of valuable and relevant services



Why Queensland Reputational 
Risk Framework?

• In response to incidents affecting students including crime and 

natural disasters 

• To mitigate impact of crisis in all areas of Queensland

• In response to a committed investment by Queensland state 

government, local government and the sector to build 

capability in regional Queensland

• Taking on board learnings from other crises in capital cities 
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Queensland Reputational Risk 
Framework

What it isn’t

• Replacement of any responsibility under ESOS Act or local 

critical incident reporting 

• Mandatory reporting

• Additional process for compliance

• Required for every incident or risk

• A static document


